DON’T BE THE VICTIM OF FRAUD, SCAMS OR EXPLOITATION DURING COVID-19

✓ There is no cure, vaccine or treatment to stop the virus. Ignore online offers or phone calls for vaccinations or test kits.
✓ Watch out for scammers offering COVID-19 tests to Medicare beneficiaries in exchange for personal details, including Medicare information.
✓ Watch out for shopping hoaxes where scammers create fake stores or websites selling medical supplies, hand sanitizer or toilet paper.
✓ Don’t give out social security numbers or personal information to callers or online offers to speed up the processing of your stimulus check for a fee.
✓ Some scammers are promising that you can refinance your mortgage or obtain thousands of dollars from COVID-19 relief programs – for a fee.
✓ Scam emails often look legitimate. Don’t open an attachment or link from an unsolicited email!

Report any suspicious activity to the police.

SeniorLAW Center advocates are here to provide resources, advice, assistance or representation to victims of scams and elder abuse.

Call SeniorLAW Center
215.988.1242 (Philadelphia)
610-910-0210 (Bucks/Montgomery)
610-910-0215 (Delaware/Chester)
1.877.PA SR LAW (1.877.727.7529) (statewide)

Visit www.seniorlawcenter.org for important resources and information for older people.